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Keynote Abstract 
  Despite substantial research investments in the past, the U.S. (and global) cyber infrastructure 
remains highly vulnerable to a wide range of attacks.   The Disruptive Technology Office (DTO) 
is a research organization in the Office of the Director of National Intelligence (ODNI). Its 
mission is to incubate revolutionary research and development activities that address needs 
arising from all agencies under the ODNI. DTO originates and manages advanced research and 
development programs in a variety of domains that will have fundamental impact on future 
operational needs and strategies of its customers and demand substantial, long-term venture 
investment to spur risk-taking. The National Intelligence Community Information Assurance 
Research (NICIAR) program is one such program.  NICIAR has initiated two thrusts: (1) 
technologies to improve accountability in NIC systems, leading to more accountable information 
flow, and (2) technologies to improve defenses of large scale systems against attacks. This talk 
will provide some background on the motivation for these thrusts and the recently initiated 
research projects within the program.   
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